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Using the case of coronavirus disease-2019 (COVID-19) as a natural experiment, this study discusses how innovation policy should be designed in
times of crisis when public interest and privacy concerns collide. For this purpose, the causal relationship between social distancing enforcement
and innovation adoption in consideration of privacy concerns is explored by using national-level survey data. Our key findings from econometric
analysis are as follows: first, the implementation of social distancing policies leads to an increase in the adoption of wearable devices. Second,
the strengthening of social distancing has caused a decrease in individual privacy concerns. Finally, a decrease in individual privacy concerns
leads to an increase in wearable device adoption. Social distancing during the COVID-19 not only accelerated innovation adoption but also led a
decrease in privacy concerns. Our results suggest that government should play a role in safe guarding public privacy when individuals may let

their guard down during times of crises.
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1. Introduction

The impact of coronavirus disease-2019 (COVID-19) and its
ripple effects is one of the most significant events in human his-
tory. Its reach devastated many existing services, making them
nearly inoperable (Orlikowski and Scott 2021; Reale 2021),
because social-distancing policies disrupted business opera-
tion and daily activity. During the global pandemic, there
were many people who voluntarily isolated at home and lim-
ited contact with others. When they did venture into public
spaces, their interactions were interrupted by social-distancing
policies, which are community-level actions to mitigate the
spread of an airborne infectious disease and national crisis.
Social- distancing policies include restrictions on public trans-
portation, limiting the number of people in certain venues
(e.g., school closures), masking policies, and surveillance
such as track-and-trace programs. Among the government
acts implemented to control the pandemic, social distancing
was recognized as an effective method to prevent the spread
of COVID-19 (Thu et al. 2020), but this forced people to
seek alternative or sometimes innovative services (Gkeredakis,
Lifshitz-Assaf, and Barrett 2021).

Consequently, the use of digital technologies increased
and allowed previous socio-economic activities to resume.
Digital technologies enabled the resumption of employ-
ment and education activities through work-from-home and
remove learning initiatives. From an innovation theory

perspective, especially when the adoption of digital inno-
vation is discussed, the issue of privacy concerns should
be considered (Quach et al. 2022). The pattern of pri-
vacy concerns changed over generations along with the
changes in technological environments and the adoption
of new media technologies (McLuhan 1964). Especially in
the digital era, people constantly find themselves in digital
environments tied to their digital personal data, increas-
ing their exposure to privacy issues (Goldfarb and Tucker
2012). For instance, privacy concerns in the digital age
are mostly affected by the one’s social network service
usage behavior, generation, and cultural background (Zhong
et al. 2024). Where social distancing and digitalization
coexist, however, how social distancing influences inno-
vation adoption and how policy should intervene is left
unknown.

In the context of the special issue, vulnerabilities may
arise as a result of the shift in national innovation systems
to respond to COVID-19, creating unintended consequences
(editors, this issue). Social-distancing policies may have effects
on privacy concerns that can also affect innovation. In this
case, government policy may play a role in mitigating the
impact between social-distancing and innovation policies.
This study considers the distinct cultural factors in South
Korea that may influence perceptions of technology and pri-
vacy. The country is a global testbed in technology adoption,
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underpinned by a societal emphasis on efficiency and inno-
vation. South Koreans are generally more willing to embrace
new technologies, often facilitated by robust national policies
geared toward technological advancement (Im et al. 2014).
When it comes to privacy concerns, they generally display
lower levels of apprehension compared to populations in
other countries (Kim and Kwan 2021). These traits not only
set the stage for rapid technological integration but also shape
the way privacy is perceived and negotiated.

Using the COVID-19 crisis as a natural experiment, this
study discusses how policy should be designed in times of
crisis when public interest and privacy concerns collide. For
this purpose, the causal relationship between social distancing
enforcement, privacy concerns, and innovation adoption is
explored using both descriptive and econometric approaches.
Both empirical approaches were applied to the Korean Media
Panel (KMP) data, a national-level survey data provided by
Korea Information and Communication Policy Research Insti-
tute (KISDI). The data collection period provides a natural
experiment by dividing the periods before and after COVID-
19 struck and when increasing levels of social-distancing
policies were adopted. The surveys in 2018 and 2019 were
conducted before the pandemic; the 2020 and 2021 surveys
were differentiated by the social distancing policies that were
adopted in the Greater Seoul Metropolitan Area and in other
parts of the country. Thus, this study attempted to infer a
causal relationship between strengthening social distancing
policy and privacy concerns by using these temporal and
regional differences applying a difference-in-difference (DID)
approach.

2. Literature review
2.1 Social distancing and innovation adoption

One of the concerns that were raised in advance of adopt-
ing and enhancing social distancing was that the restriction
of physical contact weakens the economic activities for both
supply and demand side of economy. Although the stringency
of government measure may differ across countries, policy
associated with COVID-19 turned out to reduce 10 percent
in economic activity across Europe and Asia (Demirguc-Kunt,
Lokshin, and Torre 2020). In times of crisis, innovation activ-
ities can be threatened due to socioeconomic changes, thus
deteriorating economic performance.

However, the influence of social distancing is not only
restricted to economic aspects, but also individual social activ-
ities. Social distancing, forcing individuals to isolate from
others, creates higher uncertainty and causes negative impacts
on one’s mental health (Schwartz 2004). Yet, creative activity
has turned out to have the potential to protect the resilience
overall household in times of prolonged isolation (Verger
et al. 2021). This indicates that there is a high possibility
of people seeking innovation regardless of economic con-
ditions to secure themselves. From previous studies, it has
been found that individualism and innovation are positively
related to each other (Efrat 2014; Kapoor et al. 2021), and
societies with higher individualism and indulgence are more
related to innovation (Cox and Khan 2017). Referring to
this fact, this study assumes that the enhancement of social
distancing policies positively contributes to the innovation
adoption.
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2.2 Social distancing and privacy concerns

As social- distancing policies have led to the spread of new
information and communications technologies (ICT) that
enable remote interactions, the possibility of their use or mis-
use also increases, for example, for surveillance and enforce-
ment purposes. How people respond to new forms of data
collection and the possibility of having their privacy violated
and demand for policy responses depends on the context
in which the potential intrusion happens and is perceived
(Wright et al. 2009). The COVID-19 pandemic offers a novel
case to study how people react to social- distancing policies
that may be seen to broadly infringe on privacy.

Many of these new technologies, including mobile phones,
vehicles, and wearables, enable the collection of private health
and location data of citizens as a result of social- distancing
policies enacted by the government (Doyle and Conboy 2020;
Zhang et al. 2021). Big Data aggregates these new data with
existing data, such as credit card transactions, which expands
the ability to follow other people’s activities to a previously
unseen degree. The potential for surveillance combined with
misuse of technology increases as these technologies spread
and collect more data (De, Pandey and Pal 2020). Once data
are collected, the vulnerability to privacy extends through-
out the different stages of collecting, transmitting, processing,
storing, analyzing, and securing the data (Joinson et al. 2010;
Bélanger and Crossler 2011; Zhang et al. 2021).

While the technologies can be designed to various speci-
fications that can include increased data security, it requires
interaction between the technology providers and policy mak-
ers to ensure that the data are handled in such a way to protect
user privacy and to prevent other abuses (Doyle and Con-
boy 2020; Maliphol and Hamilton 2022). These activities
can involve the restriction of collecting of, the anonymization
of, and/or the deletion of private data and its secondary use,
sometimes after a (specified) period of time (Grandison and
Sloman 2000; Bélanger and Crossler 2011; Fahey and Hino
2020).

There are several factors that affect individuals’ perception
of how policies affect their privacy concerns such as what
data are collected—particularly personal health information
(Angst and Agarwal 2009; Fahey and Hino 2020), how the
data are used after collecting (Bélanger and Crossler 2011; Gu
et al. 2017; Fahey and Hino 2020), the justification for col-
lecting the data (Gu et al. 2017), and users’ characteristics (Im
et al. 2014; Park and Oh 2018). While public opinions with
respect to government interventions are similar, additional
concerns arise when citizens lack trust in the government poli-
cies related to personal information and freedoms (Carter and
Bélanger 2005). The privacy concerns of individuals are also
related to the transparency of how government actors will use
and allow the use of the private information that is collected
(Porumbescu 2017).

Surveillance technologies that gather personal data, how-
ever, is often unnoticed and persistent. Whether policymakers
should focus on whether to promote data collection or pro-
tect privacy rights of individuals is challenging in light of
the need to respond to shocks like the pandemic (Fahey and
Hino 2020). Thus, how individuals’ might respond to pri-
vacy concerns regarding data collection during the COVID-19
pandemic presents a novel case in which the justification of
social distancing policies may be strong and depend on the
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lasting impacts of the pandemic. We examine whether individ-
uals that live in regions that have adopted heightened social-
distancing policies have different preferences than those in
regions that have not.

2.3 Privacy concerns and innovation adoption

Individuals need to trust the technologies that they adopt,
which affects the demand for newly innovated products and
services (Nooteboom 2013). Privacy concerns can affect inno-
vation adoption when citizens and users become wary about
trusting government agencies and private companies that offer
new technology products and services. Thus, privacy concerns
create a tension between public health and innovation. The
sudden, rapid adoption of digital technologies as a result of
the pandemic poses a challenge to the current state of the lit-
erature of how privacy concerns effect innovation (Kateb et al.
2022).

First, individuals’ behavior is affected by personal charac-
teristics and perceived risks to privacy (Kang and Jung 2021).
The decision to adopt new technologies or demand for new
innovations depends on whether they trust if the use will
lead to disclosure of a person’s private information (Joinson
et al. 2010; Kang and Jung 2021) and active/passive surveil-
lance (Perez and Zeadally 2018). These types of behaviors are
found across several types of technology including the Internet
(Metzger 2004; Joinson et al. 2010), e-commerce (Liu et al.
2003; Joinson et al. 2010), social media (Rauniar et al. 2014),
wearables (Perez and Zeadally 2018; Kang and Jung 2021),
and e-government services (Porumbescu 2017; Khan et al.
2021). The concerns regarding privacy increase when consid-
ering health-related data including those related to COVID-19
(Nabity-grover et al. 2020).

Second, privacy concerns must not override the perceived
benefits for innovations to be adopted in the market. While
there are many factors of whether or not innovations dif-
fuse, trust in the technology and government is an important
factor (Rauniar et al. 2014). Trust in government-related
policies leads to increased innovation and acceptance factors
e-services (Carter and Bélanger 2005).

When users decide to buy a technology, to download
an app, or to use an online service, they usually have a
choice whether or not to proceed considering the data col-
lection/sharing required, making privacy an important fac-
tor (Joinson et al. 2010). Many COVID-19 related public
health policies required users to provide personal informa-
tion, including health and location information to participate
in previously mundane activities such as eating at a restaurant
or entering a building. Other enacted policies allowed the use
or access to data collected for other reasons such as handling
financial transactions.

There are several privacy-related policies that affect indi-
viduals’ willingness to adopt new technologies. For instance,
users are more likely to trust and adopt new technologies
when they are empowered to make decisions whether or not to
(Sharma, Dyer and Bashir 2021). The framing of policy issues
related to privacy, for example, the justification for data col-
lection for public health purposes, can affect user adoption
of new technologies (Angst and Agarwal 2009). Wearables,
specifically, present a “privacy paradox” given its constant
collection of personal data (Kang and Jung 2021; Jeon and
Lee 2022). Since social- distancing policies allowed public
agencies and private companies to make these decisions on

Table 1. Eight items to measure privacy concern.

No. Items

1 I am worried that strangers may view my online activities and
obtain personal information about me.

2 I am worried that information about me remains on devices I
used in the past (computer, mobile phone), etc.

3 I am worried that information about me that I do not
remember will remain online without being deleted.

4 I am worried that too much personal information is requested

when signing up for an online site.

5 I am worried that my online ID will be stolen.

6 In general, I am worried about my privacy when using the
Internet.

7 People who do not reveal who they are online are suspicious.

8 I am worried that my personal information, such as my photo

and name, will be stolen online.

behalf of all citizens and customers, it is unclear whether the
individuals would be less likely to adopt technologies, that is,
wearables, which would decrease their privacy and increase
the risks related to personal information. Thus, we posit that
people’s perception of social- distancing policies can also have
an effect on their use and adoption of new technologies such
as wearables.

3. Methods
3.1 Data

The KMP survey is collected by the KISDI (a government
agency) over a long period of time, providing high-quality,
reliable panel data for households and individuals. For exam-
ple, in the personal questionnaire of the KMP, there are eight
items about privacy concerns along with the basic information
of the interviewee, and these items have been continuously
investigated since 2015. All questions were carefully selected
to be highly relevant to the overall aim of the study, which
is to gauge people’s concerns about online privacy. As for the
calculation of values, the responses were averaged across all
items to generate an overall score of the privacy concerns each
year. Table 1 shows the survey questions relevant to privacy
concerns. It is therefore possible to trace how privacy con-
cerns changed as a result of the evolving policies in response to
the COVID-19 crisis. Through this, the KMP survey enables
the design of measurement methodology reflecting the new
broadcasting and communication environment and the con-
struction of longitudinal panel data, providing micro-level
data in the media sector to support evidenced-based policy-
making. In this study, a panel data set including the four years
(2018-2021) of the KMP is used. The samples of 2018 and
2019,2020, and 2021 are used for the pre-COVID-19 period,
with a weak COVID-19 social- distancing measure and a
strong COVID-19 social- distancing measure, respectively.

3.2 Estimation strategy

For a causal analysis of the impact of social distancing on
innovation adoption and individual privacy concerns, this
study introduced a regression model using regional social- dis-
tancing policy changes as instrumental variables (IVs). The
2020 survey of the KMP was conducted in June, at a relatively
early stage in the spread of COVID-19. The period before June
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Figure 1. Trend of new COVID-19 confirmed cases in Korea (February 2020-August 2021).

2020 was under the influence of COVID-19, but social dis-
tancing was not applied in all regions. Referring to the trend
of new confirmed cases in Fig. 1, the number of new confirmed
cases was almost zero during the survey investigation period
in June 2020 (red solid line), and the strengthened social-
distancing policy was not introduced. However, the govern-
ment started strengthening social distancing policies during
the second wave of the spread (since November 2020), and
the strengthened social distancing was implemented especially
in Seoul and the metropolitan area.

After the survey investigation in June 2020, in November
of that year, the government felt a sense of crisis from the
second spread of COVID-19 and introduced a new five-step
social- distancing policy as shown in Table 2. As the num-
ber of new confirmed cases increased mainly in the Seoul
and Gyeonggi regions, social distancing step 1.5 was imple-
mented in Seoul and the metropolitan area from 19 November
to 23 November 2020. From 24 November to 7 Decem-
ber 2020, the second stage of social distancing was imple-
mented in Seoul and the metropolitan area. However, the
outbreak was growing; from 8 December to 14 February
2021, the next year, the level of social distancing require-
ments was upgraded to 2.5 for the capital area; and the non-
metropolitan area was elevated to level 2. As such, between
the 2020 survey and the 2021 survey, there was a differ-
ence in policies to strengthen social distancing between the
metropolitan area and nonmetropolitan areas, and this study
attempted to infer a causal relationship between strengthening
social distancing and privacy concerns by using these regional
differences.

The strengthened social distancing region (SSDR) variable
is defined by using the information on the residential area
of the KMP. The social distance treatment variable was set
to 1 if the residential area is in Seoul or Gyeonggi-do, and
the rest were set to 0. The treatment of strengthening the

social distancing variable, we use as IV, was created by mul-
tiplying the SSDR variable by the dummy variable (y2021)
in 2021, when social distancing was strengthened due to the
second spread of COVID-19. In this analysis, IV methodol-
ogy was employed to encapsulate the DID framework. The
first differential is temporal variation, while the second dif-
ferential is denoted by SSDR. Demographic factors such as
gender, age, and education level were used as control vari-
ables, and media utilization variables such as wage level,
dummies of telecommunication companies, and use of unlim-
ited data plans were also considered. After refining the data
merging data from four years and removing outliers, the
final study sample included a total of 33,429 observations.
The descriptive statistics of the data sample is presented in

Table 3.

3.3 Research design

To estimate the effect of the strengthened social distancing
policy on people’s adoption of innovative products, we con-
duct multivariate regression analysis. We use ordinary least-
squares (OLS) regressions for one binary-dependent variable,
whether users adopted any wearable device, and for one
continuous-dependent variable, the degree of concerns for
individual privacy. Equation (1) shows the estimation model
when the dependent variable is innovation adoption, and
Equation (2) is the model when the dependent variable is the
privacy concern. For all regressions, we pool individual users’
observations over 4 years and cluster standard errors within
an individual. In the equation, i and ¢ refer to each user and
each year, respectively.

INNO_Adopt;, = By + 11V, + B,SSDR,; , + B35 X,
+ (34 Year FEs, + 34 Individual FEs; +¢;, (1)
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Table 2. The five-step social distance plan in South Korea.
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Phase 1

Phase 1.5

Phase 2

Phase 2.5

Phase 3

Quarantine in life

Local epidemic phase

National epidemic phase

Class Distancing in life

Start of local epidemic

Rapid spread of local
epidemics

A nationwide spread

A nationwide
pandemic

Limited number of
users

Priority management
facility

National and public Normal operation
facilities

School class Density 2/3 rule

For events with more

than 500 people, con-

sultation with local

governments

Meeting/event

Reinforcing restric-
tions on the number
of users

Conforms to density
2/3

Some events such as
festivals are prohib-
ited with more than
100 people

Five types of enter-
tainment facilities are
prohibited

Other facilities are
closed before 9:00
p.m.

Mandatory wearing
mask

Density 1/3 rule

Prohibition of more
than 100 people

Prohibition of gather-
ing at the direct sales
promotion hall and
karaoke room

Limited number of
users

Conforms to density
1/3

Prohibition of more
than 50 people

Prohibition of gath-
erings other than
essential facilities

Suspension
Remote class

Prohibition of more
than 10 people

Table 3. Destle (N =33,429).

Variables Mean SD Min Max
Privacy concern 0.711 0.195 0.200 1.000
Wearable device adoption (INNOV_Adopt)*” 0.076 0.266 0.000 1.000
SSDR 0.389 0.488 0.000 1.000
Instrumental variable 0.106 0.307 0.000 1.000
Male 0.478 0.500 0.000 1.000
Age group
10s 0.127 0.333 0.000 1.000
20s 0.141 0.348 0.000 1.000
30s 0.107 0.309 0.000 1.000
40s 0.215 0.411 0.000 1.000
50s 0.223 0.416 0.000 1.000
60+ 0.187 0.390 0.000 1.000
Educational attainment
Middle school 0.167 0.373 0.000 1.000
High school 0.464 0.499 0.000 1.000
College or above 0.370 0.483 0.000 1.000
Monthly income
No income 0.368 0.482 0.000 1.000
2,000 or below 0.130 0.336 0.000 1.000
2,000-3,500 0.391 0.488 0.000 1.000
3,500-5,500 0.093 0.291 0.000 1.000
5,500 or above 0.018 0.132 0.000 1.000
Year
2018 0.218 0.413 0.000 1.000
2019 0.262 0.440 0.000 1.000
2020 0.257 0.437 0.000 1.000
2021 0.263 0.440 0.000 1.000
Unlimited data plan 0.316 0.465 0.000 1.000
Mobile telecom
SKT 0.483 0.500 0.000 1.000
KT 0.270 0.444 0.000 1.000
LG U+ 0.236 0.425 0.000 1.000
MVNO 0.011 0.429 0.000 1.000

**In the KMP data sample, wearable devices include smart watch, smart band, smart shoes, smart glasses, smart clothes, and wireless earphone.

Privacy Concern;, = By + 811V, + 3,SSDR,; , + 35 X;,
+ (34 Year FEs, + 34 Individual FEs; +¢;,

(2)

The key independent variable isI'V; ,, which equals to 1 if a
user is subject to the strengthened social distancing policy in

year ¢ and to 0 otherwise. The slope coefficient, 3;, captures
the effect of the strong social distancing measure for meet-
ing four or more people. A vector X represents covariates we
include in all models to reduce omitted variable bias. We also
control SSDR since the timeline of the policy change depended
on the specific regions. We control for additional media-
related characteristics, such as whether a user belongs to an
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unlimited data plan and with which telecom companies they
registered. We include respondents’ demographic characteris-
tics, including their gender, age, and educational attainment
in each year.

Year FEs, a vector consisting of dummy variables for each
year is included to consider year-specific trends in the depen-
dent variables. We also try models with and without indi-
vidual fixed-effects (FE), denoted by Individual FEs, control
for unobservable characteristics that are constant within indi-
viduals over time, such as innate ability or personality traits,
which could otherwise lead to biased estimates in panel data
models.

To address the third research question whether lowered
(or raised) privacy concerns cause an increase of the possi-
bility of adopting an innovative product or not, we conduct
regressions using two approaches. First, we estimate an FE
model, shown in Equation (3), where 7 represents each user
and ¢ represents each year. We regress the dependent vari-
able, INNO_Adopt,,, on the endogenous individual privacy
concern.

The second model, which we call the two-stage least-
squares (2SLS) model, involves a binary IV that indicates
whether a user is subject to the strengthened social distanc-
ing policy in a given year. IV regression is used when the
independent variable in a regression model is endogenously
determined, meaning that it is correlated with the error term.
Here, that is the privacy concern, so we use IV to correct
for the endogeneity. As shown in Equation (4), the privacy
concern variable is the predicted privacy concern from the
first-stage regression, and 31 estimates the impact of a one-
degree increase in a user’s privacy concerns on the dependent
variable. The covariates remain the same across all of the
models:

INNO_Adopt;, = By + B, Privacy Concern; , + 3,SSDR; ,

+ (33 X ,+ B4 Year FEs,+ (34 Individual FEs; +¢, ,
(3)

INNO_Adopt;, = B+ B, Privacy Concern;, + 5,SSDR;

+ (33 X; ,+ B4 Year FEs,+ (4 Individual FEs; +¢, ,
(4)

4. Empirical findings

Table 4 presents the results of three regression models (Pooled
OLS, with FE, with random-effects [RE]) estimating the rela-
tionship between the dependent variable, Wearable Device
Adoption, and independent variables. In each model, the inde-
pendent variable of interest is the interaction term between
the SSDR and year 2021, IV (SSDR xy2021), which aims to
capture the impact of social distancing policies on wearable
device adoption.

Figure 2 shows the variance in privacy concerns between
the SSDR and non-SSDR groups, as well as how these
concerns shifted when social distancing measures were put
into effect within each category. The non-SSDR group gen-
erally exhibits lower levels of privacy concerns compared
to the SSDR group. Within the non-SSDR group, there
was a minor decline in privacy concerns before and after
introducing strengthened social distancing policies. Con-
versely, within the SSDR group where social distancing mea-

K. Kim et al.

Table 4. The effects of social distancing on wearable device adoption.

(1) (2) (3)
Variables Pooled OLS With FE With RE
IV (SSDR xy2021) 0.034""" 0.032""" 0.033"""
(0.006) (0.005) (0.005)
Strengthend social_dis- 0.023""" -0.094"" 0.023"""
tancing region
(SSDR) (0.004) (0.042) (0.004)
Year (ref: 2018)
2019 0.023""" 0.018""" 0.021"""
(0.002) (0.004) (0.003)
2020 0.080""" 0.073""" 0.078"""
(0.003) (0.004) (0.003)
2021 0.117""" 0.114""" 0.117"""
(0.004) (0.004) (0.004)
Control vars.
Gender Yes No Yes
Age Yes Yes Yes
Educational attainment Yes Yes Yes
Income level Yes Yes Yes
Unlimited data plan Yes Yes Yes
Constant 0.015 -0.066"" -0.010
(0.022) (0.029) (0.016)
Observations 33,429 33,429 33,429
R? 0.085 0.088
Number of PID 11,061 11,061

Note: Robust standard errors in parentheses.
#**P<0.001 and ** P <0.01. Tables with all coefficients are included in the
Appendix.

sures were indeed enhanced, there was a more noticeable
reduction in privacy worries compared to the non-SSDR
group.

In the Pooled OLS model, the coefficient of the IV
(SSDR x y2021) is significant (0.034, P <0.01), indicating that
the strengthened social distancing leads to a 0.034 increase in
the wearable device adoption rate. The coefficient of SSDR is
also significant (0.023, P<0.01), implying that people living
in the specific regions where the distancing policy was stronger
than other regions tends to adopt wearable device more than
those who live other regions.

In the model with FE, the coefficient of the IV is similar
to the Pooled OLS model (0.032, P <0.01), while the coeffi-
cient of SSDR is negative (-0.094, P < 0.05). This suggests that
the impact of SSDR on wearable device adoption is different
across the individuals. In the model with RE, the coefficients of
the IV and SSDR are the same as the Pooled OLS model (0.033
and 0.023, respectively, both with P <0.01), implying that the
individual-specific effects are captured by the error term and
do not impact the relationship between the IV and wearable
device adoption. The results from the Hausman test indicated
that the FE model was relatively more efficient for our data
set compared to the RE model. Other variables, such as year
(2019, 2020, and 2021) and control variables (gender, age,
educational attainment, income level, telecom company, and
unlimited data plan), are included in the models. The results
show that the coefficients of the year variables are significant
and positive, indicating that the wearable device adoption rate
increased over time.

Table 5 presents the results of three regression models
(Pooled OLS, with FE, and with RE) that estimate the rela-
tionship between the dependent variable, individual privacy
concern, and independent variables. Looking at the results,
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Box-plot of Privacy Concern
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Figure 2. Boxplot graphs of privacy concern between groups.

in all models, the cross term of the social distancing rein-
forcement region variable used as a double-difference variable
and the 2021 dummy variable was significant in a negative
direction (P <0.001), and the policy effect coefficient was also
almost the same in all models. It is said that the strength-
ening of social distancing has resulted in lowering individual
privacy concerns. This has accelerated digital transformation,
such as increased adoption of remote work by companies due
to the strengthening of distance. In addition, the areas where
social distancing was strengthened were Seoul and Gyeonggi,
where the secondary spread of COVID-19 was more severe,
and social fear was higher than other areas.

The social distancing area variable was significantly posi-
tive in the Pooled OLS model and the RE model, but not in the
FE model. This seems to be insignificant from the fixed effects
because in the context of panel data analysis, the FE model
suggests that the migratory patterns between metropolitan
and nonmetropolitan areas exhibited minimal variation over a
4-year period for the individuals surveyed. However, in other
models, it was significantly positive, indicating that the pri-
vacy concerns of individuals living in the metropolitan area
were relatively higher than those in the nonmetropolitan area,
regardless of the spread of COVID-19. When examining the
dummy variables by year, privacy concerns are higher in 2019
and 2020 compared with the base year 2018, and overall
privacy concerns decreased in 2021.

The results from the Hausman test indicated that the FE
model was relatively more efficient for our data set com-
pared to the RE model. Therefore, we only applied the FE
model to the 2SLS models. Table 6 presents the regression
results of the adoption of wearable devices. The key inde-
pendent variable is an individual privacy concern. It includes
two types of regression models: Pooled OLS and 2SLS, and
those models were estimated with and without fixed effects.
The results indicate that individual privacy concerns has a
significant positive effect on wearable device adoption in
the Pooled OLS model without fixed effects but shows the

Table 5. Effects of social distancing on individual privacy concerns.

(1) (2) (3)
Variables Pooled OLS With FE With RE
IV (SSDR x y2021) -0.029""" -0.027°7"  -0.028"""
(0.004) (0.004) (0.004)
(SSDR) (0.003) (0.032) (0.003)
Year (ref: 2018)
2019 0.009""" 0.010""" 0.010"""
(0.002) (0.003) (0.002)
2020 0.0227"" 0.027°"" 0.024"""
(0.003) (0.003) (0.003)
2021 -0.010""" -0.005 -0.009"""
(0.003) (0.003) (0.003)
Control vars.
Gender Yes No Yes
Age Yes Yes Yes
Educational attainment Yes Yes Yes
Income level Yes Yes Yes
Unlimited data plan Yes Yes Yes
Constant 0.685""" 0.669""" 0.664"""
(0.013) (0.022) (0.012)
Observations 33,429 33,429 33,429
R? 0.082 0.019
Number of PID 11,061 11,061

Note: Robust standard errors in parentheses.
**#*P<0.001.

opposite significant effect in the 2SLS models with or without
fixed effects. The coefficients of privacy concern are different
between the Pooled OLS and 2SLS models because the 2SLS
method accounts for endogeneity. This suggests that individ-
ual’s privacy concerns might be endogenous. We mitigate this
endogeneity by using the 2SLS method. This clearly shows
that the lowered (or raised) individual privacy concerns cause
an increase (or decrease) in the rate of adopting wearable
devices.
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Table 6. Effects of individual privacy concerns on wearable device adop-

tion.
Pooled OLS 2SLS

Variables W/o FE With FE W/o FE With FE

Privacy concern 0.050"""  0.005 -1.174""" -1.202""
(0.008) (0.009) (0.285) (0.271)

SSDR 0.029°""  -0.080" 0.093"""  -0.062
(0.004) (0.042) (0.017) (0.057)

Year (ref: 2018)

2019 0.023"""  0.018"""  0.035"  0.031"""
(0.002) (0.004) (0.005) (0.006)

2020 0.078"""  0.073"""  0.106""  0.106"""
(0.003) (0.004) (0.008) (0.009)

2021 0.131777  0.127°""  0.106"°  0.108"""
(0.004) (0.004) (0.007) (0.006)

Control vars.

Gender Yes No Yes No

Age Yes Yes Yes Yes

Educational Yes Yes Yes Yes

attainment
Income level Yes Yes Yes Yes
Unlimited data Yes Yes Yes Yes
plan

Observations 33,429 33,429 33,429

R? 0.082 0.019

Number of PID 11,061 11,061

Note: Robust standard errors in parentheses.
#**P<0.001 and *P<0.0S5.

5. Discussion and conclusion

This study presented the results of three models that exam-
ine the relationship between innovation adoption, individual
privacy concern, and the social distancing policy. We use an
IV, the interaction term between the SSDR and the year 2021,
which aims to capture the impact of social distancing policies
on innovation adoption and individual privacy concern. Then,
2SLS is applied to test the causal effect of the privacy concerns
on innovation adoption.

The results of the first model show that strengthened social
distancing leads to an increase in wearable device adoption.
The FE model shows that the impact of social distancing on
wearable device adoption varies across individuals. On the
contrary, the RE model implies that the individual-specific
effects are captured by the error term and do not impact the
relationship between social distancing and wearable device
adoption. The results of the second model show that the
strengthening of social distancing has resulted in a decrease
in individual privacy concerns. In the third model, the coef-
ficients of privacy concern are different between the Pooled
OLS and 2SLS models, suggesting that individual privacy con-
cerns might be endogenous. The 2SLS models indicate that a
decrease (or increase) in individual privacy concerns leads to
an increase (or decrease) in wearable device adoption.

Social distancing has a negative impact on the global econ-
omy as well as individual social interactions, affecting eco-
nomic activities. The economy has suffered due to the restric-
tions imposed by COVID-19, which also threatens innovation
activities. However, social distancing can lead to a higher pos-
sibility of people seeking innovations to secure themselves, as
creative activity has the potential to increase resilience in times
of prolonged isolation. Previous studies have found a positive

K. Kim et al.

relationship between individualism, indulgence, and innova-
tion, leading to the assumption that the enhancement of social
distancing positively contributes to the adoption of innova-
tion. The results of this study are in line with previous studies.
It found that the strengthened social distancing leads to an
increase in wearable device adoption.

The pandemic has resulted in the spread of new ICT that
enable remote interactions like remote learning and telecom-
muting activities; however, this also raises the possibility of
their use or misuse of private information for surveillance
and enforcement purposes. The privacy concerns of individ-
uals are affected by several factors, including what data are
collected, how they are used, the justification for collection,
and the users’ characteristics. The privacy concerns of indi-
viduals are also related to the transparency of government
actors’ use of private information. The research question we
raised was about whether individuals that live in regions that
have adopted heightened social distancing policies are likely
to lower their privacy concern. The result shows that the
strengthening of social distancing decreases individual privacy
concerns.

The adoption of new technologies and innovations is
influenced by individuals’ privacy concerns and trust in the
technology and government. Personal characteristics and per-
ceived risks to privacy affect individuals’ behavior and deci-
sion to adopt new technologies. Trust in the technology and
government is an important factor for the diffusion of inno-
vations, and trust in government-related policies leads to
increased innovation and acceptance of e-services. Privacy
concerns are also affected by privacy-related policies, such
as the ability for users to make decisions about data collec-
tion and the justification for data collection. The pandemic
presents a novel case or natural experiment to study the rela-
tionship between privacy concerns and innovation adoption,
particularly regarding wearables during a crisis. As social
distancing policies allowed public agencies and private com-
panies to make decisions related to privacy on behalf of all
citizens and customers, which may decrease their privacy
and increase risks related to personal information. Our result
suggests that the lowered privacy concerns due to the strength-
ened social distancing raised innovation adoption such as
wearable devices.

Owing to the spread of COVID-19, social distancing has
been strengthened, which has accelerated digital transforma-
tion. This provided safety and convenience to many people
but resulted in lowering concerns about invasion of privacy
and raising the rate of adopting a new technology. These
choices may be acceptable during a global pandemic, and the
measures taken by Korean government remain a model of
successful response to a pandemic despite higher information
disclosure and regulations than other countries. However, if
the public has lowered privacy concerns, it does not necessar-
ily provide license for other actors to intrude upon private
data. Thus, the government may need to step in to pro-
tect and safeguard individuals’ private information and col-
lected data. Although this study has identified the relationship
between the strengthening of social distancing, individual pri-
vacy concerns, and innovation adoption, additional research
is necessary to understand the mechanisms and different vul-
nerabilities to innovation as a result of unforeseen threats
to the system. In future studies, discussions should continue
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on what kind of psychological factors lowered privacy con-
cerns (raised the likelihood of adopting new technologies) and
what measures could be taken to restore it.

Based on our discussion, several key policy recommenda-
tions emerge. Traditionally, both business and government
have roles in shaping policies related to technology and pri-
vacy. However, in the context of the pandemic and heightened
social distancing measures, the government seems to have
taken the lead in regulating technology use, especially in South
Korea, where its interventions have been hailed as a model for
success response to a pandemic.

Given our finding that strengthened social distancing mea-
sures have led to lowered privacy concerns, the government
needs to exercise caution. Lowered public concern about pri-
vacy should not serve as an endorsement for increased data
collection or surveillance. Hence, the government should aim
to increase transparency and provide clear justifications for
any data collection activities, while also offering individuals
more control over their data. Furthermore, public education
campaigns around data privacy could be beneficial to ensure
that individuals are aware of the risks and can make informed
decisions.

Regarding wearable technologies, specific policies should
be designed to protect individuals’ data. As our study sug-
gests that lowered privacy concerns may drive the adoption
of wearables, there should be clear guidelines around the type
of data that can be collected, how it will be used, and how long
it will be retained. These measures could serve as a safeguard
against potential misuse of data in the future.

The Korean model of managing privacy concerns and tech-
nology adoption during a pandemic could serve as both a
positive and cautionary example for other societies. On one
hand, the effectiveness of its policies in terms of public health
outcomes is undeniable. On the other hand, the lowered
privacy concerns and accelerated technology adoption raise
important ethical and societal questions.

In summary, this case provides valuable insights into how
social distancing measures and governmental policies can
influence individual privacy concerns and the adoption of
new technologies. Further research is needed to delve into the
psychological factors affecting these decisions and to explore
ways to balance public health needs with individual rights to
privacy.

Finally, this study has following limitations. First, its con-
text is heavily influenced by South Korean cultural factors
such as rapid technology adoption and low privacy concerns,
which may limit generalizability. Second, the data used are
secondary and were not collected with this specific research
focus, lacking qualitative questions and therefore depth of
analysis. Finally, the survey questions did not specifically
address privacy concerns related to wearables, limiting the
scope of applicability. These aspects should be considered
when interpreting the findings.

Conflict of interest statement. None declared.

Funding

This research was supported by the Ministry of Edu-
cation of the Republic of Korea and the NRF (No.
2023S1A5A2A21086671).

References

Angst, C. M., and Agarwal, R. (2009) ‘Adoption of Electronic Health
Records in the Presence of Privacy Concerns : The Elaboration’,
Management Information Systems Quarterly, 33: 339-70.

Bélanger, F., and Crossler, R. E. (2011) ‘Privacy in the Digital Age: A
Review of Information Privacy Research in Information Systems’,
MIS Quarterly, 35: 1-23.

Carter, L., and Bélanger, F. (2005) “The Utilization of E-government
Services: Citizen Trust, Innovation and Acceptance Factors’, Infor-
mation Systems Journal, 15: 5-25.

Cox, P. L., and Khan, R. (2017) ‘Country Culture and National
Innovation’, Archives of Business Research, 5: 85-101.

Demirguc-Kunt, A., Lokshin, M., and Torre, 1. (2020) ‘The Sooner,
the Better: The Early Economic Impact of Non-Pharmaceutical
Interventions during the COVID-19 Pandemic’, Policy Research
Working Paper. http://documents.worldbank.org/curated/en/636
851590495700748/The-Sooner-the-Better-The-Early-Economic-
Impact-of-Non-Pharmaceutical-Interventions-during-the-COVID-
19-Pandemic, accessed 10 Apr. 2023.

De, R., Pandey, N., and Pal, A. (2020) ‘Since January 2020 Elsevier
Has Created a COVID-19 Resource Centre with Free Information
in English and Mandarin on the Novel Coronavirus COVID- 19.
The COVID-19 Resource Centre Is Hosted on Elsevier Connect, the
Company’ S Public News and Information’, International Journal of
Information and Learning Technology, 55: 1-6.

Doyle, R., and Conboy, K. (2020) “The Role of IS in the Covid-19
Pandemic: A Liquid-modern Perspective’, International Journal of
Information Management, 55: 102184.

Efrat, K. (2014) ‘The Direct and Indirect Impact of Culture on Innova-
tion’, Technovation, 34: 12-20.

Fahey, R. A., and Hino, A. (2020) ‘COVID-19, Digital Privacy, and the
Social Limits on Data-focused Public Health Responses’, Interna-
tional Journal of Information Management, 55: 102181.

Gkeredakis, M., Lifshitz-Assaf, H., and Barrett, M. (2021) ‘Crisis
as Opportunity, Disruption and Exposure: Exploring Emergent
Responses to Crisis through Digital Technology’, Information &
Organization, 31: 100344.

Goldfarb, B. A., and Tucker, C. (2012) ‘Shifts in Privacy Concerns’, The
American Economic Review, 102: 349-53.

Grandison, T. and Sloman, M. (2000) ‘A Survey of Trust in Inter-
net Applications’, IEEE Communications Surveys and Tutorials, 3:
2-16.

Gu, J. et al. (2017) ‘Privacy Concerns for Mobile App Download:
An Elaboration Likelihood Model Perspective’, Decision Support
Systems, 94: 19-28.

Im, T. et al. (2014) ‘Internet, Trust in Government, and Citizen Com-
pliance’, Journal of Public Administration Research and Theory, 24:
741-63.

Jeon, H., and Lee, C. (2022) “Internet of Things Technology: Balancing
Privacy Concerns with Convenience’, Telematics and Informatics,
70: 101816.

Joinson, A. N. et al. (2010) ‘Privacy, Trust, and Self-disclosure Online’,
Human-Computer Interaction, 25: 1-24.

Kang, H., and Jung, E. H. (2021) ‘The Smart Wearables-privacy
Paradox: A Cluster Analysis of Smartwatch Users’, Behaviour &
Information Technology, 40: 1755-68.

Kapoor, H. et al. (2021) ‘Innovation in Isolation? COVID-19 Lock-
down Stringency and Culture-Innovation Relationships’, Frontiers
in Psychology, 12: 1-10.

Kateb, S. et al. (2022) ‘Innovating under Pressure: Adopting Digital
Technologies in Social Care Organizations during the COVID-19
Crisis’, Technovation, 115: 102536.

Khan, S. et al. (2021) ‘Antecedents of Trust in Using Social Media for E-
government Services: An Empirical Study in Pakistan’, Technology
in Society, 64: 101400.

Kim J., and Kwan M. P. (2021) ‘An examination of people’s privacy con-
cerns, perceptions of social benefits, and acceptance of COVID-19

Gz0z ey £z uo Jasn uoibuiwoolg - AlsiaAiun euelpu| Aq v2$€2/22/26Z1/9/1S/e1ome/dds/woo dno-olwapeoe)/:sdiy wol) papeojumo(]


http://documents.worldbank.org/curated/en/636851590495700748/The-Sooner-the-Better-The-Early-Economic-Impact-of-Non-Pharmaceutical-Interventions-during-the-COVID-19-Pandemic
http://documents.worldbank.org/curated/en/636851590495700748/The-Sooner-the-Better-The-Early-Economic-Impact-of-Non-Pharmaceutical-Interventions-during-the-COVID-19-Pandemic
http://documents.worldbank.org/curated/en/636851590495700748/The-Sooner-the-Better-The-Early-Economic-Impact-of-Non-Pharmaceutical-Interventions-during-the-COVID-19-Pandemic
http://documents.worldbank.org/curated/en/636851590495700748/The-Sooner-the-Better-The-Early-Economic-Impact-of-Non-Pharmaceutical-Interventions-during-the-COVID-19-Pandemic

1266

mitigation measures that harness location information: A compara-
tive study of the US and South Korea®, ISPRS International Journal
of Geo-Information 10: 25.

Liu, C. et al. (2005) ‘Beyond Concern-a Privacy-trust-behavioral Inten-
tion Model of Electronic Commerce’, Information ¢& Management,
42:289-304.

Maliphol, S., and Hamilton, C. (2022) ‘Smart Policing: Ethical Issues
& Technology Management of Robocops’, in PICMET 2022 - Port-
land International Conference on Management of Engineering and
Technology: Technology Management and Leadership in Digital
Transformation - Looking Ahead to Post-COVID Era, Proceedings.
Portland: PICMET.

McLuhan, M. (1964) Understanding Media: The Extensions of Man.
New York: McGraw-Hill.

Metzger, M. J. (2004) ‘Privacy, Trust, and Disclosure: Exploring Barriers
to Electronic Commerce’, Journal of Computer-Mediated Commu-
nication, 9: JCMC942.

Nabity-grover, T. et al. (2020) ‘Inside Out and outside In: How the
COVID-19 Pandemic Affects Self-disclosure on Social Media’, Inter-
national Journal of Information Management, 55: 1-5.

Nooteboom, B. (2013) ‘Trust and Innovation’ in Handbook of
Advances in Trust Research, pp. 106-22. Cheltenham: EIFL.

Orlikowski, W. J., and Scott, S. V. (2021) ‘Liminal Innovation in Prac-
tice: Understanding the Reconfiguration of Digital Work in Crisis’,
Information & Organization, 31: 100336.

Park, E. G., and Oh, W. (2018) ‘Trust, ICT and Income: Their
Relationships and Implications’, Online Information Review, 42:
268-81.

Perez, A. J., and Zeadally, S. (2018) ‘Privacy Issues and Solutions for
Consumer Wearables’, IT Professional, 20: 46-56.

Porumbescu, G. (2017) ‘Linking Transparency to Trust in Govern-
ment and Voice’, American Review of Public Administration, 47:
520-37.

K. Kim et al.

Quach, S. et al. (2022) ‘Digital Technologies: Tensions in Privacy
and Data’, Journal of the Academy of Marketing Science, 50:
1299-323.

Rauniar, R. et al. (2014) ‘Technology Acceptance Model (TAM)
and Social Media Usage: An Empirical Study on Face-
book’, Journal of Enterprise Information Management, 27:
6-30.

Reale, F. (2021) ‘Mission-oriented Innovation Policy and the Challenge
of Urgency: Lessons from Covid-19 and Beyond’, Technovation,
107: 102306.

Schwartz, B. (2004) The Paradox of Choice: Why More Is Less. New
York: Harper Perennial.

Sharma, T., Dyer, H. A., and Bashir, M. (2021) ‘Enabling User-
centered Privacy Controls for Mobile Applications: COVID-19
Perspective’, ACM Transactions on Internet Technology, 21:
1-24.

Thu, T. P. B. et al. (2020) ‘Effect of the Social Distancing Measures on
the Spread of COVID-19 in 10 Highly Infected Countries’, Science
of the Total Environment, 742: 140430.

Verger, N. B. et al. (2021) ‘Coping in Isolation: Predictors of
Individual and Household Risks and Resilience against the
COVID-19 Pandemic’, Social Sciences ¢& Humanities Open, 3:
100123.

Wright, D. et al. (2009) ‘Privacy, Trust and Policy-making: Chal-
lenges and Responses’, Computer Law & Security Review, 25:
69-83.

Zhang, L. et al. (2021) ‘Interactive COVID-19 Mobility Impact
and Social Distancing Analysis Platform’, Transportation Research
Record: Journal of the Transportation Research Board 2677:
168-180.

Zhong, B. et al. (2024) ‘Privacy Matters: Reexamining Internet Pri-
vacy Concern among Social Media Users in a Cross-cultural Setting’,
Atlantic Journal of Communication 32: 180-97.

Gz0z ey £z uo Jasn uoibuiwoolg - AlsiaAiun euelpu| Aq v2$€2/22/26Z1/9/1S/e1ome/dds/woo dno-olwapeoe)/:sdiy wol) papeojumo(]



	Exploring the interplay between social distancing, innovation adoption, and privacy concerns amid the COVID-19 crisis
	1. Introduction
	2. Literature review
	2.1 Social distancing and innovation adoption
	2.2 Social distancing and privacy concerns
	2.3 Privacy concerns and innovation adoption

	3. Methods
	3.1 Data
	3.2 Estimation strategy
	3.3 Research design

	4. Empirical findings
	5. Discussion and conclusion
	Conflict of interest statement.
	Funding
	References


